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1 Introduc8on  

 
1.1 POLICY STATEMENT  
The UK General Data Protec1on Regula1on (UK GDPR herein) came into force on 1 January 2021 and is 
incorporated in the Data Protec1on Act 2018 (DPA18) at part 2. The UK GDPR applies to all organisa1ons in the 
UK (with the excep1on of law enforcement and intelligence agencies) and Life-GP must be able to demonstrate 
compliance at all 1mes. Understanding the requirements of the UK GDPR will ensure that the personal data of 
both staff and clients is protected accordingly.  
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1.2 STATUS  
Life-GP aims to design and implement policies and procedures that meet the diverse needs of our service and 
workforce, ensuring that none are placed at a disadvantage over others, in accordance with the Equality Act 
2010. Considera1on has been given to the impact this policy might have regarding individual protected 
characteris1cs of those to whom it applies.  
  
This document and any procedures contained within it are non-contractual and may be modified or withdrawn 
at any 1me. For the avoidance of doubt, it does not form part of your contract of employment.  
  
1.3 TRAINING AND SUPPORT  
Life-GP will provide guidance and support to help those to whom it applies to understand their rights and 
responsibili1es under this policy. Addi1onal support will be provided to managers and supervisors to enable 
them to deal more effec1vely with maVers arising from this policy.  
  
2 Scope  

 
2.1 WHO IT APPLIES TO  
This document applies to all who work at Life-GP and other individuals performing func1ons in rela1on to 
LifeGP.  
  
2.2 WHY AND HOW IT APPLIES TO THEM  
All personnel at Life-GP have a responsibility to protect the informa1on they process. This document has been 
produced to enable all staff to understand their individual and collec1ve responsibili1es in rela1on to the UK 
GDPR.  
  
3 Defini8on of terms  

 
3.1 Consent  
Consent of the data subject means any freely given, specific, informed, and unambiguous indica1on of the data 
subject’s wishes by which he or she, by a statement or by a clear affirma1ve ac1on, signifies agreement to the 
processing of personal data rela1ng to him or her.1  
  
3.2 DATA PROTECTION ACT 2018  
The Data Protec1on Act 2018 (DPA 2018) sets out the framework for data protec1on law in the UK. It sits 
alongside and supplements the UK General Data Protec1on Regula1on (UK GDPR).2  
  
3.3 DATA PROTECTION BY DESIGN AND DEFAULT  
Data protec1on by design and default means puZng in place appropriate technical and organisa1onal 
measures to implement the data protec1on principles effec1vely and safeguard individual rights.3  
  

  
1 ArMcle 4 UK GDPR  
2 ICO About the DPA 2018  
3 ICO Guide to the UK General Data ProtecMon RegulaMon   
3.4 DATA PROTECTION OFFICER  
An expert on data privacy, working independently, to ensure compliance with policies and procedure.  

https://www.legislation.gov.uk/eur/2016/679/article/4
https://www.legislation.gov.uk/eur/2016/679/article/4
https://ico.org.uk/for-organisations/guide-to-data-protection/introduction-to-data-protection/about-the-dpa-2018/#:~:text=The%20DPA%202018%20sets%20out%20the%20framework,protection%20law%20in%20the%20UK.&text=It%20also%20sets%20out%20separate,Information%20Commissioner's%20functions%20and%20powers.
https://ico.org.uk/for-organisations/guide-to-data-protection/introduction-to-data-protection/about-the-dpa-2018/#:~:text=The%20DPA%202018%20sets%20out%20the%20framework,protection%20law%20in%20the%20UK.&text=It%20also%20sets%20out%20separate,Information%20Commissioner's%20functions%20and%20powers.
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/
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3.5 DATA CONTROLLER  
The natural or legal person, public authority, agency, or other body that, alone or jointly with others, 
determines the purposes and means of the processing of personal data.4  
  
3.6 DATA PROCESSOR  
A natural, or legal person, public authority, agency or other body that processes personal data on behalf of the 
controller.4  
  
3.7 DATA SUBJECT  
The iden1fied or iden1fiable living individual to who personal data relates.5  
  
3.8 UK GENERAL DATA PROTECTION REGULATION (UK GDPR)  
The UK GDPR sets out the key principles, rights, and obliga1ons for most processing of personal data in the 
UK.3  

  
3.9 PERSONAL DATA  
Informa1on that relates to an iden1fied or iden1fiable individual.6  
  
3.10 PERSONAL DATA BREACH  
A personal data breach means a breach of security leading to the accidental or unlawful destruc1on, loss, 
altera1on, unauthorised disclosure of, or access to, personal data transmiVed, stored or otherwise processed.2  
  
3.11 PROCESSING  
Any opera1on or set of opera1ons that is performed on personal data or on sets of personal data whether or 
not by automated means such as collec1on, recording, organisa1on, structuring, storage, adapta1on or 
altera1on, retrieval, consulta1on, use, disclosure by transmission, dissemina1on or otherwise making 
available, alignment or combina1on, restric1on, erasure or destruc1on.  
  
3.12 PSEUDONYMISATION  
Pseudonymisa1on is a technique that replaces or removes informa1on in a data set that iden1fies an 
individual.6  
  
3.13 RECIPIENT  
The en1ty to which personal data is disclosed.  
  
4 Introduc8on of the UK GDPR  

 
4.1 BACKGROUND  
The UK GDPR was introduced on 1 January 2021 and is largely based on the EU GDPR which had applied in the 
UK since 25 May 2018.  
  
4.2 UK GDPR AND DPA18  
The UK GDPR is incorporated in the DPA18 at Part 2.  
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4 ArMcle 4 UK GDPR  
5 ICO DefiniMons  
6 ICO What is personal data  
5 Data protec8on by design and default  

 
5.1 DATA PROTECTION BY DESIGN  
Data protec1on by design is a legal requirement and is an approach that ensures that privacy and data 
protec1on issues are considered at the design phase of any system, service, product, or process and then 
throughout the lifecycle.3  
  
Life-GP will demonstrate data protec1on by design by:  

• Conduc1ng a data protec1on impact assessment (DPIA).  
• Ensuring there are privacy no1ces on the website and in the wai1ng rooms which are wriVen in simple, 

easy-to-understand language.  
• Adhering to Ar1cles 25(1) and 25(2) of the UK GDPR7.  
• Adhering to Sec1on 6.1 of this policy.  

  
Data protec1on by design is a legal requirement.   
  
5.2 DATA PROTECTION BY DEFAULT  
Data protec1on by default is an approach that ensures that data is processed only for the achievement of a 
specific purpose.3  
  
Life-GP will demonstrate data protec1on by default by:  

• processing data only for the purpose(s) intended,  
• ensuring consent is obtained from the data subject prior to data being processed,  
• providing clients access to their data on request (Subject Access Requests),  
• ensuring clients consent to access of their data by third par1es,  
• processing data in a manner that prevents data subjects being iden1fied unless addi1onal informa1on 

is provided (using a reference number as opposed to names – pseudonymisa1on), and  
• processing data in accordance with sec1on 6.2 of this policy.  

  
Through effec1ve data protec1on Life-GP will remain compliant with the UK GDPR.  
  
6 Roles of data controllers and processors  

 
6.1 DATA CONTROLLER  
At Life-GP, the role of the data controller is to ensure that data is processed in accordance with Ar1cle 5 of the 
UK GDPR. They should be able to demonstrate compliance and is responsible for making sure that data is:8  

• processed lawfully, fairly and in a transparent manner in rela1on to the data subject,  
• collected for specified, explicit and legi1mate purposes and not further processed in a manner that is 

incompa1ble with those purposes,  
• adequate, relevant, and limited to what is necessary in rela1on to the purposes for which the data is 

processed,  

https://www.legislation.gov.uk/eur/2016/679/article/4
https://www.legislation.gov.uk/eur/2016/679/article/4
https://ico.org.uk/for-organisations/data-protection-fee/legal-definitions-fees/#:~:text=Any%20information%20relating%20to%20a,%2C%20genetic%2C%20mental%2C%20economic%2C
https://ico.org.uk/for-organisations/data-protection-fee/legal-definitions-fees/#:~:text=Any%20information%20relating%20to%20a,%2C%20genetic%2C%20mental%2C%20economic%2C
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/what-is-personal-data/what-is-personal-data/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/what-is-personal-data/what-is-personal-data/
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• accurate and, where necessary, kept up to date; every reasonable step must be taken to ensure that 
personal data, which is inaccurate, having regard to the purposes for which it is processed, is erased 
or rec1fied without delay,  

• kept in a form that permits iden1fica1on of data subjects for no longer than is necessary for the 
purposes for which the personal data is processed, and  

  
7 ArMcle 25 UK GDPR  
8 ArMcle 5 Principles relaMng to processing of personal data  

• processed in a manner that ensures appropriate security of the personal data, including protec1on 
against unauthorised or unlawful processing and against accidental loss, destruc1on, or damage, using 
appropriate technical or organisa1onal measures.  

  
The data controller at Life-GP is the registered manager.  
  
6.2 DATA PROCESSOR  
Data processors are responsible for the processing of personal data on behalf of the data controller. Processors 
must ensure that processing is lawful and that at least one of the following applies:9  

• the data subject has given consent to the processing of his/her personal data for one or more specific 
purposes,  

• processing is necessary for the performance of a contract to which the data subject is party or in order 
to take steps at the request of the data subject prior to entering into a contract,  

• processing is necessary for compliance with a legal obliga1on to which the data controller is subject  
• processing is necessary in order to protect the vital interests of the data subject or another natural 

person,  
• processing is necessary for the performance of a task carried out in the public interest or in the exercise 

of official authority vested in the data controller, and  
• processing is necessary for the purposes of the legi1mate interests pursued by the data controller or 

by a third party, except where such interests are overridden by the interests or fundamental rights and 
freedoms of the data subject which require protec1on of personal data, in par1cular where the data 
subject is a child.  

  
At Life-GP, all staff are classed as data processors as their individual roles will require them to access and process 
personal data.  
  
7 Data subjects’ rights  

 
7.1 OVERVIEW  
All data subjects have the following rights10  

1. the right to be informed,  
2. the right of access,  
3. the right to rec1fica1on,  
4. the right to erasure,  
5. the right to restrict processing,  
6. the right to data portability,  

https://www.legislation.gov.uk/eur/2016/679/article/25
https://www.legislation.gov.uk/eur/2016/679/article/25
https://www.legislation.gov.uk/eur/2016/679/article/5
https://www.legislation.gov.uk/eur/2016/679/article/5
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7. the right to object, and  
8. rights in rela1on to automated decision making and profiling.  

  
7.2 RIGHT TO BE INFORMED  
In accordance with Ar1cles 13 and 14 of the UK GDPR, Life-GP is obliged to advise data subjects of the purposes 
for processing their data, the reten1on periods for the data and who this data will be shared with. This is 
referred to as privacy informa1on.  
  
7.3 RIGHT OF ACCESS  
Life-GP ensures that all clients are aware of their right to access their data and will have privacy no1ces 
displayed on the Life-GP website.  
  

  
9 ArMcle 6 Lawfulness of processing 10 

ICO - Individual Rights  
To comply with the UK GDPR, all organisa1on privacy no1ces are wriVen in a language that is understandable 
to all clients and meet the criteria detailed in Ar1cles 12, 13 and 14 of the UK GDPR.  
  
The reason for gran1ng access to data subjects is to enable them to verify the lawfulness of the processing of 
data held about them. In addi1on, data subjects can authorise third party access, e.g., for solicitors and 
insurers, under the UK GDPR.  
  
7.4 RIGHT TO RECTIFICATION  
In accordance with Ar1cle 16 of the UK GDPR, data subjects have the right to have inaccurate personal data 
rec1fied and/or incomplete personal data completed.  
  
A request can be verbal or in wri1ng and the Informa1on Commissioner’s Office (ICO) recommends that any 
request is followed up in wri1ng as this will allow the requestor to explain their concerns, give evidence and 
state the desired solu1on. Addi1onally, this will also provide clear proof of the requestor’s ac1ons, should they 
decide to challenge Life-GP’s ini1al response.  
  
Detailed guidance from the ICO can be accessed here.  
  
7.5 RIGHT TO ERASURE  
In accordance with Ar1cle 17 of the UK GDPR, data subjects have the right to have personal data erased (this 
is also referred to as the right to be forgoVen). This right permits a data subject to request personal data is 
deleted in situa1ons where there is no compelling reason to retain the data.  
  
Where Life-GP has shared informa1on with a third party, there is an obliga1on to inform the third party about 
the data subject’s request to erase their data providing it is achievable and reasonably prac1cal to do so. 
Detailed guidance can be accessed here.  
  
7.6 RIGHT TO RESTRICT PROCESSING  
In accordance with Ar1cle 18 of the UK GDPR, individuals have the right to restrict the processing of their 
personal data. This applies in certain circumstances, with the aim being to enable the individual to limit the 
way an organisa1on processes (uses) their data. This right can be used as an alterna1ve to the right to erasure.  

https://www.legislation.gov.uk/eur/2016/679/article/6
https://www.legislation.gov.uk/eur/2016/679/article/6
https://www.legislation.gov.uk/eur/2016/679/article/6
https://www.legislation.gov.uk/eur/2016/679/article/6
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
https://ico.org.uk/your-data-matters/your-right-to-get-your-data-corrected/
https://ico.org.uk/your-data-matters/your-right-to-get-your-data-corrected/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-erasure/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-erasure/


Life-GP  UK GDPR Policy (Cont.)  

  

Title: UK GDPR Policy  Version Number: v1.2  
Date: Jan 2024  Review Date: Jan 2026  
© Life-GP 2024    

Page 9 of 12  
  

  
7.7 RIGHT TO DATA PORTABILITY  
The right to data portability permits data subjects to receive and reuse their personal data for their own 
purposes and across different services.  
  
7.8  RIGHT TO OBJECT  
In accordance with Ar1cle 21 of the UK GDPR, individuals have the right to object to the processing of their 
personal data at any 1me. At Life-GP, individuals are requested to provide specific reasons why they object to 
the processing of their data. If the reasons are not an absolute right, Life-GP can refuse to comply. See the ICO 
guidance for detailed informa1on.  
  
7.9 RIGHTS IN RELATION TO AUTOMATED DECISION MAKING AND PROFILING  
In accordance with Ar1cle 22 of the UK GDPR, Life-GP, is not permiVed to make solely automated decision 
making. This includes profiling.  
  
1 Subject access requests  
“An individual can make a SAR verbally or in wri1ng, including on social media. A request is valid if it is clear 
that the individual is asking for their own personal data.”   
  
Any requests not using the SAR form, must be processed.  
  
8.2 RESPONDING TO A SUBJECT ACCESS REQUEST  
In accordance with the UK GDPR, data controllers must respond to all data subject access requests within one 
month of receiving the request. It is the guidance of the ICO that a universal approach is applied and a 28-day 
response 1me implemented.2 At Life-GP, the 28-day response 1me applies.  
  
In the case of complex or mul1ple requests, the data controller may extend the response 1me by a period of 
two months. In such instances, the data subject must be informed and the reasons for the delay explained.  
  
Should the request involve a large amount of informa1on, the data controller will ask the data subject to specify 
what data they require before responding to the request. Data controllers are permiVed to ‘stop the clock’ in 
rela1on to the response 1me un1l clarifica1on is received.  
  
8.3 FEES  
Under the UK GDPR, Life-GP is not permiVed to charge data subjects for ini1al access; this must be done free 
of charge. In instances where requests for copies of the same informa1on are received or requests are deemed 
“unfounded, excessive or repe11ve” a reasonable fee may be charged. However, this does not permit Life-GP 
to charge for all subsequent access requests.3  
  
The fee is to be based on the administra1ve costs associated with providing the requested informa1on.  
  

 
1 .1 RECOGNISING SUBJECT ACCESS REQUESTS  
At Life-GP, data subjects are encouraged to use the subject access request (SAR) form which is included in the access 
to medical records policy. All staff must note that the ICO state:  
2 ICO Right of access  
3 BMA Guidance – Access to health records  

https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-object/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/right-of-access/what-should-we-consider-when-responding-to-a-request/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/right-of-access/what-should-we-consider-when-responding-to-a-request/
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/access-to-health-records
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/access-to-health-records
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/access-to-health-records
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/access-to-health-records
https://www.bma.org.uk/advice-and-support/ethics/confidentiality-and-health-records/access-to-health-records
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8.4 VERIFYING THE SUBJECT ACCESS REQUEST  
It is the responsibility of the data controller to verify all requests from data subjects using reasonable measures.  
  
The use of Life-GP’s Subject Access Request (SAR) form supports the data controller in verifying the request. In 
addi1on, the data controller is permiVed to ask for evidence to iden1fy the data subject, usually by using 
photographic iden1fica1on, i.e., driving licence, or passport.  
  
8.5 SUPPLYING THE REQUESTED INFORMATION  
The decision on what format to provide the requested informa1on in should take into considera1on the 
circumstances of the request and whether the individual can access the data in the format provided.  
  
Should an individual submit a SAR electronically, Life-GP will reply in the same format (unless the data subject 
states otherwise).  
  
8.6 THIRD PARTY REQUESTS  
At Life-GP, the data controller must be able to sa1sfy themselves that the person reques1ng the data has the 
authority of the data subject.  
  
The responsibility for providing the required authority rests with the third party and is usually in the form of a 
wriVen statement or consent form, signed by the data subject.  
  

  
8.7 REQUESTS FROM SOLICITORS  
At Life-GP, requests are received from third par1es such as solicitors. It is the responsibility of the third party 
to provide evidence that they are permiVed to make a SAR on behalf of their client. If concern or doubt arises, 
Life-GP will contact the client to explain the extent of disclosure sought by the third party.  
  
Life-GP can then provide the client with the data as opposed to directly disclosing it to the third party. The 
client is then given the opportunity to review their data and decide whether they are content to share the 
informa1on with the third party.  
  
8.8 REFUSING TO COMPLY WITH A SAR  
Life-GP will only refuse to comply with a SAR where exemp1on applies or when the request is manifestly 
unfounded or manifestly excessive. In such situa1ons, the data controller will inform the individual of:  

• the reasons why the SAR was refused,  
• their right to submit a complaint to the ICO, and  
• their ability to seek enforcement of this right through the courts   

  
Each request must be given careful considera1on and should Life-GP refuse to comply, this must be recorded 
and the reasons for refusal jus1fiable.  
  
9 Data breaches  
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9.1 DATA BREACH DEFINITION  
A data breach is defined as a security incident that has affected the confiden1ality, integrity or availability of 
personal data.13  
Examples of data breaches include:  

• access by an unauthorised third party,  
• deliberate or accidental ac1on (or inac1on) by a data controller or processor,  
• sending personal data to an incorrect recipient,  
• loss or thej of computer devices containing personal data, •  altera1on of personal data without 

permission, or  
• loss of availability of personal data.  

  
Examples of data breaches can be found on the ICO website.  
  
9.2 REPORTING A DATA BREACH  
At Life-GP, should any member of staff become aware of a data breach they are, where possible, to contain the 
breach and advise the data controller immediately.  
  
When determining whether Life-GP needs to report the data breach to the ICO, this decision is to be based on 
whether the breach is a high risk to an individual’s rights and freedoms. If this is deemed to be the case, then 
the ICO will need to be no1fied.  
  
Whatever decision is made, Life-GP must be able to jus1fy the decision.  
  
Breaches are to be reported to the ICO without undue delay or within 72 hours of becoming aware of the 
breach.  
  
Failure to report a breach can result in a fine of up to £8.7m.  It is therefore impera1ve that there are effec1ve 
processes in place at Life-GP to detect, inves1gate and report breaches accordingly.  

  
13 ICO – Personal data breaches  
The data controller is to ensure that all breaches at Life-GP are recorded. Ar1cle 33 of the UK GDPR outlines 
the requirements which include:  

• recording the facts pertaining to the breach,  
• the effects the breach has had on individuals or organisa1ons,  
• any remedial ac1on(s) that have been completed,  
• the cause of the breach i.e., system or human error, and  
• considering what system or process changes may be required to prevent future incidences.  

  
9.3 NOTIFYING A DATA SUBJECT OF A BREACH  
The data controller must no1fy a data subject of a breach that has affected their personal data without undue 
delay. If the breach is high risk (i.e., a breach that is likely to have an adverse effect on an individual’s rights or 
freedoms), then the data controller is to no1fy the individual before they no1fy the ICO.  
  
The primary reason for no1fying a data subject of a breach is to afford them the opportunity to take the 
necessary steps in order to protect themselves from the effects of a breach.  
  

https://ico.org.uk/for-organisations/report-a-breach/personal-data-breach/personal-data-breach-examples/
https://ico.org.uk/for-organisations/report-a-breach/personal-data-breach/personal-data-breach-examples/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/
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When the decision has been made to no1fy a data subject of a breach, the data controller at Life-GP is to 
provide the data subject with the following informa1on in a clear, comprehensible manner:  

• the circumstances surrounding the breach,  
• the details of the person who will be managing the breach,  
• any ac1ons taken to contain and manage the breach, and •  any other per1nent informa1on to 

support the data subject.  
  
10 Consent  

 
10.1 APPROPRIATENESS  
The UK GDPR states that consent must be unambiguous and requires a posi1ve ac1on to “opt in” and it must 
be freely given. Data subjects have the right to withdraw consent at any 1me.  
  
10.2 OBTAINING CONSENT  
Consent is one of the lawful bases of processing and is appropriate if data processors are in a posi1on to “offer 
people real choice and control over how their data is used”.14 If it is deemed appropriate to obtain consent, 
the following must be explained to the data subject:  

• why Life-GP wants the data,  
• how the data will be used by the organiza1on,  
• the names of any third party data controllers with whom the data will be shared, and •  their right 

to withdraw consent at any 1me.  
  
All requests for consent are to be recorded, with the record showing:  

• the details of the data subject consen1ng,  
• when they consented,  
• how they consented, and  
• what informa1on the data subject was told.  

  
Consent is to be clearly iden1fiable and separate from other comments entered into the care record. At LifeGP, 
it is the responsibility of the data controller to demonstrate that consent has been obtained. Furthermore, the 
data controller must ensure that data subjects (clients) are fully aware of their right to withdraw consent and 
must facilitate withdrawal as and when it is requested.   
  

  
14 ICO Consent  
11 Summary  

 
Given the complexity of the UK GDPR, all staff at Life-GP must ensure that they fully understand the 
requirements within the regula1on. Understanding the regula1on will ensure that personal data at Life-GP 
remains protected and the processes associated with this data are effec1ve and correct.  

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/consent/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/consent/

